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Information in accordance with Article 13 of the General Data Protection Regula-

tion (GDPR) on voluntary information on the occurrence of typical symptoms of a 

coronavirus infection or a positive corona test result  

 

The protection of your personal data is a major concern of the University of Freiburg and we would like 

you to be as well informed as possible about the processing of your personal data. We process your 

personal data (hereinafter referred to as "data") in accordance with the legal requirements and do so in a 

transparent manner. With the following data protection information, we would like to explain to you which 

data are processed in connection with the voluntary provision of information about the occurrence of 

typical symptoms of a coronavirus infection or a positive corona test result to the University, for what 

purposes and on what legal basis. You will also receive information about contact persons and your rights. 

 

Data Protection Office 

University of Freiburg 

Friedrichstraße 39, 79098 Freiburg 

0761/203-0 

datenschutz@uni-freiburg.de 

Data Protection Officer 

University of Freiburg 

Data Protection Officer 

Friedrichstraße 39, 79098 Freiburg 

datenschutzbeauftragter@uni-freiburg.de 

Internal Contact 

Coordination team at the University: koordinierungsstelle@zv.uni-freiburg.de 

Purpose of data processing and consequences of not providing personal data: 

The purpose of data processing is to locate possible corona hot spots as well as timely and efficient 

prevention of infections within the University of Freiburg and support of the local health authorities. For 

this purpose, students are given the opportunity to inform the University on a voluntary basis about the 

occurrence of typical symptoms of a coronavirus infection or a positive corona test result as well as the 

events/facilities visited within the last 48 hours.  

The data processing is based on your consent. This consent also expressly refers to the processing of 

special categories of personal data, in this case health data, in accordance with Art. 9 Para. 1 GDPR. 

The provision of information to the University or consent to data processing is voluntary. If no infor-

mation is provided, you will not suffer any disadvantages. 

Categories of data 

 Contact data (if possible, first and last name, email address, telephone number)  

 Health information (typical symptoms related to a coronavirus infection/positive corona test result)  

 Attendance data (visit to events/facilities)  

It is not mandatory to provide contact information. In this respect, the reporting procedure is designed 

to be as anonymous as possible. The data provided will be processed separately from other data stored 
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2 at the University. However, the possibility of identifying individual persons on the basis of your data 

cannot be completely excluded in every case, e.g. for events with a low number of participants. 

Legal basis for data processing: Art. 6 Abs. 1 subpara. 1 lit. a, Art. 7, Art. 9 Abs. 2 No. 1 DS-GVO 

(consent from persons concerned) 

Data transfer 

The data is collected via a web form provided by the University. The communication between the con-

tent management system (CMS / website) and the recipient (coordinating office) takes place within the 

University via a secure connection. No data is stored in the CMS itself. 

Storage duration or criteria for determining the duration: Your data will only be processed or stored 

as long as it is necessary for the above-mentioned purposes or if you revoke your consent. In principle, 

the data will be deleted at the latest 4 weeks after collection. 

Recipient categories 

Internal recipients are those employees who require the data for their work in the course of fulfilling 

their tasks. Other recipients may only be considered in the event that we are required by law to pass 

on the data. 

Your rights as a data subject 

1. You have the right to obtain information from the University of Freiburg about the data stored about 

you and/or to have incorrectly stored data corrected.  

2. You also have the right to have your data deleted or to restrict their processing.  

3. You also have the right to revoke your consent at any time, without prejudice to the legality of the 

processing that has taken place on the basis of your consent up to the time of revocation. You may 

also revoke your consent for the processing of individual data. In the event that you do not grant or 

revoke your consent, you will not suffer any disadvantages. Please send a revocation to koordinier-

ungsstelle@zv.uni-freiburg.de. 

4. You have the right to complain to a supervisory authority if you believe that the processing of your 

personal data violates legal provisions. Such a supervisory authority is for example the State Com-

missioner for Data Protection and Freedom of Information of Baden-Württemberg, Königstraße 

10a, 70173 Stuttgart, e-mail poststelle@lfdi.bwl.de (https://www.baden-wuerttem-

berg.datenschutz.de/). 

5. If you wish to assert your rights as a data subject against the University of Freiburg, please contact 

datenschutz@uni-freiburg.de. 

Information about your ability to appeal according to Art. 21 para. 1 GDPR 

You have the right to object at any time, for reasons arising from your particular situation, to the pro-

cessing of data concerning you, which is carried out on the basis of art. 6, paragraph 1, letter e, GDPR 

(data processing in the public interest). 

 


